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This presentation may contain forward-looking statements that are subject to the safe harbors created under the Securities Act of 
1933, as amended, and the Securities Exchange Act of 1934, as amended. All statements other than statements of historical fac ts are 
statements that could be deemed forward-looking statements. These statements are based on current expectations, estimates, 
forecasts, and projections about the industries in which we operate and the beliefs and assumptions of our management based on the 
information currently available to us. Words such as “expects,” “anticipates,” “targets,” “goals,” “projects,” “intends,” “plans,” 
“believes,” “momentum,” “seeks,” “estimates,” “continues,” “endeavors,” “strives,” “may,” variations of such words, and similar 
expressions are intended to identify such forward-looking statements. In addition, any statements that refer to (1) our goals, 
commitments, and programs; (2) our business plans, initiatives, and objectives; and (3) our assumptions and expectations, inc luding 
our expectations regarding our financial performance, products, technology, strategy, customers, markets, acquisitions and 
investments are forward-looking statements. These forward-looking statements are not guarantees of future performance and 
involve significant risks, uncertainties and other factors that may cause our actual results, performance or achievements to be 
materially different from results, performance or achievements expressed or implied by the forward-looking statements contained in 
this presentation. Readers are cautioned that these forward-looking statements are only predictions and are subject to risks, 
uncertainties, and assumptions that are difficult to predict, including those identified in the “Risk Factors” section of Cisco’s most 
recent report on Form 10-Q filed on February 20, 2024 and its most recent report on Form 10-K filed on September 7, 2023, as well as 
the “Risk Factors” section of Splunk’s most recent report on Form 10-Q filed with the SEC on November 28, 2023. The forward-looking 
statements made in this presentation are made as of the time and date of this presentation. If reviewed after the initial presentation, 
even if made available by Cisco or Splunk, on Cisco or Splunk’s website or otherwise, it may not contain current or accurate 
information. Cisco and Splunk undertake no obligation to revise or update any forward-looking statements for any reason, except as 
required by law.

In addition, any information about new products, features, functionality or our roadmap outlines our general product direction and is 
subject to change at any time without notice. It is for informational purposes only and shall not be incorporated into any contract or 
other commitment or be relied upon in making a purchasing decision. We undertake no commitment, promise or obligation either to 
develop the features or functionalities described, in beta or in preview (used interchangeably), or to include any such feature or 
functionality in a future release. The development, release, and timing of any features or functionality described for our products 
remains at our sole discretion.

Splunk, Splunk> and Turn Data Into Doing are trademarks and registered trademarks of Splunk LLC in the United States and other 
countries. All other brand names, product names or trademarks belong to their respective owners. 

© 2025 Splunk LLC. All rights reserved.



© 2025 SPLUNK LLC

of
Data Management

The New Rules

© 2025 SPLUNK LLC



© 2025 SPLUNK LLC



Splunk Leadership Forum-Keynote

© 2025 SPLUNK LLC

More Data, More Problems
The ability to access, process, analyze, and secure data has become increasingly difficult.

Top drivers of increased data management costs

73% 71% 53%

increased data 
volume

shifting 
regulatory 
requirements

increased need 
for data security 
and protection

say spending on data management 
has increased over the last year

91%
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Data Management Challenges 
Come with Consequences

Poor decision-
making

Failure to meet
Compliance
mandates

Competitive
disadvantages

Moderate
negative impact

Significant
negative impact

Unplanned 
downtime

Poor customer 
service/
experience

9% 20% 31% 40%

11% 27% 29% 33%

9% 45% 38% 8%

19% 39% 37% 5%

12% 45% 39% 4%

Did not 
experience

Minimal
negative impact
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Insufficient Data Practices Loom Large

57% 56% 44%

data access based 
on employee roles

what data types should
be stored and where

how long data should be 
retained in a given location

47%

move data monthly to 
process and analyze

And while many organizations may have data policies, 
they are not well-enforced, including
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Claim data management 
challenges led to 
compliance failures

Average annual cost of 
system downtime per 
organization

More problems.

Average cost of a 
data breach

More data.

$200M $4.9M 62%

*Splunk Hidden Cost of Downtime 2024
*IBM Cost of a Data Breach 2024 
*Splunk The New Rules of Data Management Report 2025
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Compliance 
adds more

complexity
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centralized 
approach to your data. 

SecOps Team

ITOps Team

Engineering Team 

Other teams 

$$
MELT

Centralized 
Data Storage

$$
MELT
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MELT

$$
MELT

Data 
Sources

The old way:
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The new rules are all 
about control, choice, 
and cost flexibility for

more value.
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Start your data strategy
with a foundation of

and lifecycle management.

pipeline management



© 2025 SPLUNK LLC

to balance 
cost, performance, 
and accessibility. 

Tier data

Rule 1
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<1 sec <1 min<10 sec 1 week 1 year1 month1 hour 1 day 10 year

High Performance
Prevention, Detection, 
Monitoring

Performance at Cost
Incident Investigation, 
Threat Hunting

Compliance
Audit, Forensics, 
Compliance
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ranked reduced 
storage cost as a 
top positive impact 

80%

*Splunk The New Rules of Data Management Report 2025
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to enhance 
collaboration, generate 
new insights, and reduce 
data duplication.

Reuse data

Rule 2
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Share data Share data

ITOps TeamSecOps Team

use case

Business
Requirement

Business
Value

use case

use case

use case

use case
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footnotes for research needed 

of those that reuse 
data are more 
likely to reduce the 
impact of incidents
*Splunk The New Rules of Data Management Report 2025

52%
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Rule 3

Stop moving your data and
to 

improve data access and 
optimize costs.

employ federation
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Federation

ExplorationThreat Hunting InvestigationCompliance Historical AnalysisDetection

Break Down Silos with Federated Access

Amazon S3 Amazon
Security Lake

Additional 
Data Lakes

SecOps Team ITOps Team Engineering Team 

B&C 
GO 

Break Down Silos with Federated Access

SecOps Team ITOps Team Engineering Team

ExplorationThreat Hunting InvestigationCompliance Historical AnalysisDetection

On – Prem On - Cloud API’S
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Data leaders implementing 
the              see big benefits trifecta

Saw increased  
speed of innovation

The new rules lead to big business benefits 

Report faster mean 
time to respond 

Confirm their data 
strategy improved 
performance 
optimization for app 
and infrastructure

79% 79% 55%

*Splunk The New Rules of Data Management Report 2025
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AI Vision

Reimagine digital resilience in the                      
- to unlock human potential,

innovate with confidence, and protect 
your organization 

© 2025 SPLUNK LLC

AI era
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The 
Intersection of 
AI and Data 
Mgmt
The relationship between data management and AI is 
mutually beneficial. AI depends on quality data, so a 
strong data management strategy plays a vital role in 
how AI models perform, and AI helps fill in the gaps in 
data management by boosting productivity and 
automation when woven into workflows.
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AI for 
Data Management 

Data Management 
for AI and
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Data management’s impact on AI

say their data management
strategy provides AI with 
enough data volume and 
variety to generate insights.

85%

say their data management 
strategy removes bias from the 
data sets from which AI 
models learn.

74%

say their data management 
strategy has improved the 
accuracy of machine 
learning models.

82%
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The impact of AI on data management

agree that AI has made 
their data management 
strategy easier.

98%

of respondents believe AI 
enhanced data quality by 
automating repetitive tasks.

73%

say AI helps with data discovery, 
including scanning large data 
sets to identify patterns, trends, 
and anomalies.

59%
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Splunk is not 
new to AI Tools

Embedded 
capabilities within 

products

Guided assistive 
workflows

Generative AI 
chatbots

AI libraries 
and APIs for 
developers

Customizable ML, DL, 
and data science tools

AI
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Improve digital resilience with AI

Where are 
we investing?

Advanced AI

Find the signal from the noise in vast 
amounts of data.

Generative AI

Make sense of the signal to improve user 
productivity and outcomes.

Accelerate detection, 
investigation and response.
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What is the next step?

Download the full 
report 

Speak to a field 
CTO

Sign up for more 
info on the data 
management 
workshops
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The time
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The time
is now

© 2025 SPLUNK LLC
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The time
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Thank You
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The only company to combine the power of the 
network with security, observability, and 
collaboration

security events observed per 

day across the network

across analyst reports in 

Networking, Security, 

Observability, and Collaboration

networking devices connected to      

our platform with 1B clients   

connecting monthly

31 Million Leader800 Billion

Cisco telemetry 2024, Gartner® Magic Quadrant reports for SD-WAN 2023, SIEM 2024, Observability Platforms 2024, and UCaaS 2023.
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